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Office of the Secretary of Defense § 245.12 

outlines DoD/ NORAD responsibilities 
for the development of plans and poli-
cies in concert with the DOT, FAA and 
USCG for the establishment of a sys-
tem for identification and emergency 
security control of air traffic. 

§ 245.10 Scope. 

This part applies to all U.S. terri-
torial airspace and other airspace over 
which the FAA has air traffic control 
jurisdiction by international agree-
ment. 

§ 245.11 General description of the 
ESCAT plan. 

The part defines the authorities, re-
sponsibilities, and procedures to iden-
tify and control air traffic within a 
specified air defense area during air de-
fense emergencies, defense emergency, 
or national emergency conditions. 

(a) For the purpose of this part, the 
appropriate military authorities are as 
follows: 

(1) Contiguous 48 U.S. states, includ-
ing Washington, DC; Alaska; and Can-
ada—Commander NORAD or individual 
NORAD Region/Sector commanders. 

(2) Hawaii, Guam, Wake Island, other 
U.S. Pacific Territories, and Pacific 
oceanic airspace over which FAA has 
air traffic control jurisdiction by inter-
national agreement—Commander, U.S. 
Pacific Command (USPACOM) or des-
ignated AADC. 

(3) Puerto Rico and U.S. Virgin Is-
lands—Commander, NORAD. 

(b) This part provides for security 
control of both civil and military air 
traffic. It is intended to meet threat 
situations such as: 

(1) An emergency resulting in the 
declaration of an Air Defense Emer-
gency by the appropriate military au-
thority. Under this condition, NORAD 
and USPACOM Commanders have au-
thority to implement ESCAT and may 
consider executing this part. 

(2) An adjacent Combatant Command 
is under attack and an Air Defense 
Emergency has not yet been declared. 
Under these conditions, NORAD and 
USPACOM Commanders may direct 
implementation of ESCAT for their 
own AORs individually, if airspace con-
trol measures are warranted and 
agreed upon by DoD/DHS/DOT. 

(3) Emergency conditions exist that 
either threaten national security or 
national interests vital to the U.S., but 
do not warrant declaration of Defense 
Emergency or Air Defense Emergency. 
Under these conditions, NORAD and 
USPACOM Commanders may direct 
implementation of ESCAT for their 
own AORs individually, if airspace con-
trol measures are warranted and 
agreed upon by DoD/DHS/DOT. 

§ 245.12 Amplifying instructions. 

(a) Prior to any formal ESCAT imple-
mentation, the appropriate military 
authority will consult with DOT 
through the FAA Administrator and 
DHS through the TSA Administrator 
to discuss the air traffic management, 
airspace and/or security measures re-
quired. Every effort will be made to ob-
tain the approval of the Secretary of 
Defense prior to ESCAT declaration, 
time and circumstance permitting. 
Any ESCAT implementation will be 
passed as soon as possible through the 
Chairman of the Joint Chiefs of Staff 
to the Secretary of Defense. 

(b) ESCAT may be implemented in 
phases to facilitate a smooth transi-
tion from normal air traffic identifica-
tion and control procedures to the 
more restrictive identification and 
control procedures specific to the situ-
ation. 

(c) Once ESCAT is implemented, the 
appropriate military authority will 
consult regularly with DOT (through 
the FAA Administrator) and DHS 
(through the TSA Administrator) as 
appropriate, regarding any changes in 
the air traffic management, airspace, 
and/or security measures required. 

(d) Interference with normal air traf-
fic should be minimized. 

(e) The process for implementation of 
measures for mitigation of hostile use 
of NAVAID signals, when required, will 
be subject to separate agreement be-
tween DoD and other Departments and 
Agencies. 

(f) Upon the formal declaration of 
ESCAT, the appropriate military au-
thority has the final authority regard-
ing the extent of measures necessary 
for successful mission completion. 

(g) The rules/procedures governing 
Special Use Airspace (SUA) will remain 
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